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HOW TO SETUP AZURE AD SSO VS QL MANAGER 

For configuring Azure ad SSO vs ql manager there is the below requirement 

1. You should have access and privilege of entra.microsoft.com 
2. Ql server must be 2.7.5 + version. 

Login to https://entra.microsoft.com  

1. Click on application >Enterprise application 
2. + New application 

 

In the next screen Enterprise application > all applications> Browser Azure AD gallery  

1. Create your own application. 
2. Create your own application put an application name 

https://entra.microsoft.com/
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In application overview. 

Click on Setup single sign-on. 
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In the next screen single sign On Click on SAML  

 

after clicking on SAML it will show you the next screen look like below. 

Edit Basic SAML configuration  

1. Identifier (Entity ID) you need to put a complete URL with your domain name like the below 
example. 

https://domainname/NavoriService/ADFS.aspx Replace domainname text with your domain name and put 
it in Identifier (Entity ID) & in Reply URL (Assertion Consumer Service URL) 

2. Save 
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The next screen will look like as below  

 

Now there need to provide Application permission to the user for this click on Manage> users and group. 
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After clicking on users and group next screen look like the below to add assignment > users and group > 
select users or group which you want to access Qlmanager with Azure AD. 
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Qlmanager SSO configuration steps: 

Login to qlmanager with a root admin account and click on Domain and user management. 

In Domain and User management you can see Domain filed now need to click on the Home icon > right 
click > edit  

 

In Domain and User management you can see Domain filed now need to click on the Home icon > right 
click > edit  

it will look like below. 

need to create an SSO account for the default user looks in the below next screen. 

The status shows below. 

1. SSO> Active 
2. Address: copy this address from SAML-based Sign-on> Set up ABC-SSO (see in next screen) 
3. Select sso user as the default user 
4. Generate certificate  
5. click on OK  
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For this, you need to create an SSO account for the default user looks in the below screen. 

 

Address SAML-based Sign-on> Set up ABC-SSO  

Copy this and put it in the Address field in Qlmanager domain and user management. 
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the configuration is complete .  

Test single sign-on with ABC-SSO>Test to see if single sign-on is working. Users will need to be added to 
Users and groups before they can sign in. 

also, you can verify to login in to manager >click on SSO authentication > it will redirect you to Microsoft 
login > put your email id and password > it will redirect to your Qlmanager login  
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Please note that for SaaS customers using SSO configuration per tenant, only a single SSO application can 
be active within the Microsoft Entra ID (Azure AD) environment. This means: 

• Each tenant can have only one SSO application for the SaaS service. 
• A single Identifier (Entity ID) is allowed per tenant. 
• If an application is already using the identifier https://saas.navori.com/NavoriService/ADFS.aspx, a 

second application cannot be registered with the same identifier. 

In case facing any issue related to configuration, please open a support ticket!  

 


